Homework 3 Solution

1.  Chapter 4: What are the three major routing protocols used in Internet? Give their full name and their acronym. Which protocol is mainly based on link-sate algorithm? Which protocol is mainly based on distance vector algorithm?
Answer: RIP, OSPF, and BGP. 
RIP is “Routing Information Protocol”. OSPF is “Open Shortest Path First”. BGP is “Border Gateway Protocol”.

OSPF is based on link-state algorithm. BGP and RIP are abased on distance vector algorithm.

2. Chapter 4, problem 29. Also answer why the network Y does not know about the existence of network B?
Network Y does not know the ISP B because the path route of traffic from W to Y goes through A, C; the path route of traffic from X to Y goes through C only. There is no traffic going through B then C to Y.
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3. What MAC protocol does Ethernet use? What MAC protocol does 802.11b wireless LAN use? Why Ethernet has a much higher transmission efficiency than slotted ALOHA? What are the basic differences between Ethernet switch and hub?
a). Ethernet MAC protocol is 

CSMA/CD – Carrier Sense Multiple Access with Collision Detection

802.11 wireless LAN is 

CSMA/CA – Carrier Sense Multiple Access with Collision Avoidance
b). Ethernet efficiency is much higher than ALOHA because:

1> Ethernet protocol provides “listen before transmit”, which makes a node to delay

transmission if the channel is using by others. This can avoid destroying the current transmission.

2> Ethernet protocol can stop transmission once it detects collision, while slotted ALOHA does not stop upon collision. Thus Ethernet can quickly recover from a collision.

3> Ethernet uses an “exponentially back-off” mechanism in determining the time to retransmit, which can adjust the transmission speed according to the congestion situation. Slotted ALOHA always back-off with the same probability no matter how congested the network is.
c). Hub connects all LAN segments into one large Ethernet collision domain; Switch isolates LAN segments. In addition, Hub does not store packet while Switch does.
4. Two-dimensional parity scheme
a). 





b). second row, third column bit is wrong.

1 0 1 0 1 | 1




 1 0 1 0 1 | 1

0 1 0 0 0 | 1 




 0 1 1 0 0 | 1

0 1 1 1 0 | 1 




 0 1 1 1 0 | 1

1 0 0 0 1 | 0 




 1 0 0 0 1 | 0

0 0 0 0 1 | 1 




 0 0 0 0 1 | 1

__________ 




___________

0 0 0 1 1 | 0 




 0 0 0 1 1 | 0

We can find the error bit because the number of 1 bit in that row/column is not even.
5. Chapter 5, problem 4:
Use the same procedure as show in Fig. 5.8 in textbook page 430, you can calculate the R equals to 101. Remember the minus operation in that example is XOR operation.
6. Chapter 5, Problem 5:
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7. Suppose a company has obtained a block of IP space, in the form of 128.119.152.0/21. How many IP addresses have been allocated to this company? Now this company wants to build 4 subnets, each subnet having the same amount of IP addresses, and 4 subnets use up all allocated IP addresses. What are the 4 subnet address space? What is the subnet mask for each subnet? 
The company has been allocated with 2(32-21) = 2048 IP addresses.

The four subnets are:  128.119.152.0/23,  128.119.154.0/23,  128.119.156.0/23, 128.119.158.0/23.  Each subnet contains 512 IP addresses. The subnet mask for each subnet is 255.255.254.0

8. What is the working radio frequency and bandwidth of 802.11b, 802.11g, and 802.11a ? Why wireless MAC protocol does not use "collision detection"?
802.11b: 2.4-2.485GHz, 
11Mbps

802.11g: 2.4-2.485GHz, 
54Mbps

802.11a: 5.1-5.8GHz, 

54Mbps

Wireless LAN MAC protocol does not use “collision detection” because:

1). Difficult to detect collision signal due to weak received signal (fading).

2). Cannot sense all collisions in some case due to hidden terminal.

3). Cannot listen for collision signal when sending at the same time. 

9. Compared with Ethernet MAC protocol, wireless MAC protocol has added DIFS, SIFS, RTS, CTS. Explain their full names, where are they used? Why wireless MAC protocol uses RTS/CTS?

DIFS --- Distributed Inter-frame Space. After a channel is sensed idle, wait the short time interval (DIFS) to make sure the channel is really idle before transmitting a frame.

SIFS --- Short Inter-frame Spacing. When a destination station receives a frame that passes the CRC check, it waits the short time interval (SIFS) and then sends back an ack frame. SIFS is used to for the similar reason as the DIFS --- make sure the channel is really idle before transmitting.

RTS --- Request to Send. Use it to reserve access to channel.

CTS --- Clear to Send. When the receiver receives the RTS, it broadcasts a CTS to give the sender explicit permission to send frame and also instructs others not to send for the reserved duration requested in the RTS.

Wireless MAC protocol uses RTS/CTS because wireless protocol cannot detect collision. Thus if each node sends out a large frame and collides with others, the frame will keep going and waste a lot of bandwidth resource. RTS and CTS are very shot frame so the collision cost is relatively smaller.
10. Chapter 6, problem 5. 
Suppose that wireless station H1 has 1000 long frames to transmit. (H1 may be an AP that is forwarding an MP3 to some other wireless station.) Suppose initially H1 is the only station that wants to transmit, but that while half-way through transmitting its first frame, H2 wants to transmit a frame. For simplicity, also suppose every station can hear every other station’s signal (that is, no hidden terminals). Before transmitting, H2 will sense that the channel is busy, and therefore choose a random backoff value. 

Now suppose that after sending its first frame, H1 returns to step 1; that is, it waits a short period of times (DIFS) and then starts to transmit the second frame. H1’s second frame will then be transmitted will H2 is stuck in backoff, waiting for an idle channel. Thus, H1 should get to transmit all of its 1000 frames before H2 has a chance to access the channel. On the other hand, if H1 goes to step 2 after transmitting a frame, then it too chooses a random backoff value, thereby giving a fair chance to H2. Thus, fairness was the rationale behind this design choice. 

11. Chapter 6, problem 6. Suppose each frame header is 32 bytes, which is the length of RTS, CTS, and ACK frames. The 1,000 bytes data is able to be put into one data frame. 
A frame without data is 32 bytes long. Assuming a transmission rate of 11 Mbps, the time to transmit a control frame (such as an RTS frame, a CTS frame, or an ACK frame) is (256 bits)/(11 Mbps) = 23 usec. The time required to transmit the data frame is (8256 bits)/(11 Mbps) = 751 

DIFS + RTS + SIFS + CTS + SIFS + FRAME + SIFS + ACK

= DIFS + 3SIFS + (3*23 + 751) usec = DIFS + 3SIFS + 820 usec
You can get the above formula by referring the figure on Chapter6.ppt, page 14.
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